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Abstract 
Objectives: Main objective behind choosing this topic is that energy awareness which is an essential consideration in 
Wireless Sensor Networks (WSN). This paper presents classifications of various routing protocols of sensor networks. 
Here, protocols are described under appropriate categories. Methods/Statistical Analysis: This paper follows the method 
of classifying the networking protocols based on their network architecture and performing comparison analysis specific 
to bandwidth utilization viewpoint. Findings: In this paper, we categorize the protocols on the basis of their network 
architectures. This paper compares their scalability and power usage to differ them. It discusses designing a protocol to 
utilize bandwidth and energy for various applications. Also it defines how nodes become self-organized and secure in 
WSN. We present how big networks are established and make them efficient. Application/Improvements: Data must be 
aggregated so traffic jams are avoided. Nodes will become energy efficient therefore lifespan of network increases. Now 
energy is saved.
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1.  Introduction

Wireless Sensor Network is considered as the latest 
improvement in electronics area and wireless commu-
nication. WSN consists of thousands of limited battery 
operated nodes. Nodes are made up of radio for trans-
mission and receiving, sensing, storage, data processing, 
mobilize and Global Positioning System (GPS)1. This is 
the type of ADHOC network. The main goal of WSN 
is to transmit data efficiently to base station which 
is collected by sensor nodes. Routing protocols plays 
an important role in this process. Cluster based hier-
archical routing is one of the efficient ways. Current 
clustering algorithms generate clusters of almost equal 
size.

 The unequal size of clusters can balance the energy 
consumption among clusters2,3. Basic challenge for that 
type of network is energy efficiency. Sensor network is 
affected by energy consumption. WSN is used for dif-
ferent applications such as military, medical, agriculture 
etc1,4. As per application requirement, different type of 
nodes such as direction nodes, proximity sensor, light 
sensor, temperature sensor, and relative humidity sen-
sor are used4. One important application is data mining 
in which time series is essential task which is defined as 
clustering classification. Clustering is unsupervised learn-
ing. Clustering is used for data statistical analysis, pattern 
recognition, image analysis, information retrieval and bio-
informatics. Different clustering methods are present5, 6.  
Structure layout of WSN is presented in Figure 1.
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Figure 1.  Structure layout of WSN.

In1 presents an improved LEACH-CE for multi-
hop routing in which target area is divided into zones 
depends on threshold distances. The proposed algorithm 
works efficiently on large target area where base station is 
located far away from target area. In2 stated about energy 
and communication overhead of routing protocols. The 
routing protocols are compared and classified into 3 main 
categories: Data Centric Routing (Flooding), Hierarchical 
based routing (clustering) and Location–based routing 
(Geographic) based on their network structure. Sensors 
are realized over factors like fault tolerance, scalability, 
cost, hardware, topology change, environment and power 
consumption. Main issue with routing protocols is node 
mobility. Now-a-days nodes and sink are working as 
stationary. Some other challenges such as utilization of 
bandwidth, how to make nodes self-organizing ,security 
purposes are also there, which are also considered to make 
protocols secure so that messages will not be trapped by 
others and the last one is how to tackle denser networks 
having large number of nodes and increase its lifetime. In7 
mainly worked on survey on energy-efficient routing on 
principle of hierarchical cluster-based for WSN. In8 tried 
to define the best optimal path for routing to communi-
cate with each other and to transmit data efficiently. In 
this paper the working principle of LEACH was discussed 
and also revealed that LEACH is vulnerable to various 
attacks.

2.  Routing Protocols

Routing in WSN is different from other conventional 
routing in fixed n/w. No infrastructure is there, links 

are reliable, sensor nodes may fail and routing proto-
cols are designed to fulfill energy saving requirements. 
Routing algorithms were developed to solve the energy 
problem. It becomes a challenge to design an appro-
priate routing protocol for specific application. For 
designing a routing protocol considers its constraints 
and limitations. Following challenges are consid-
ered for designing a routing protocol Limited Energy 
Capacity, Sensor Locations, Limited H/W Resources, 
Massive and Random Node Deployment, Scalability, 
Data Aggregation and Application Requirements as 
well7,9.

2.1  Heterogeneity Based Protocols
In this type of protocol two types of sensors are used that 
is one is line-powered that have no energy constraint 
and the other one is battery powered that have a limited 
lifetime that it can use it efficiently by minimizing their 
potential of data communication and computation7.

2.2  Location Based Protocols
This Protocol uses the information of the location of 
the nodes to calculate the distance between the sensor 
nodes and estimate the energy consumption. Location 
based protocol uses location information to guide 
routing discovery and maintenance as well as data for-
warding and also enables the directional transmission 
of information which will avoid information flooding in 
entire network and prevent time and energy losses and 
intermediate sensors work upon data and aggregate and 
send it to sink.

2.3  Data Centric Protocols
In data centric protocol sender sensor sends data to sink 
and intermediate sensors work upon data and aggregate 
and send it to sink. It saves energy7,10.

2.4  Hierarchical Protocols
 Hierarchy stands for sequence of subsequent things in a 
series so as in the case of protocols.
Network Cluster Cluster Head 

Special Nodes
Nodes together form clusters having a cluster head 

which perform the duty of routing from cluster to base 
stations. Data travel from lower hierarchical layer to 
upper layer.
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2.5  Mobility Based Protocols
It requires sink mobility to guarantee data from source 
sensor to mobile sink.

2.6  Multipath Based Protocol
It doesn’t involve direct data transmission from sensor to 
sink. It involves transfer of data from one sensor source to 
other sensors.

2.7  Quality of Service Based Protocol
It considers the quality of service in terms of delay, reli-
ability and fault tolerance as well as in WSN routing. 
Protocols based on QoS help in finding balance between 
energy consumption and QoS requirements.

3.  Comparison of Hierarchical 
Protocols

Hierarchical protocols are classified on which topology 
WSN is working. These protocols are based on the princi-
ple of clustering. In this type sensor nodes are distributed 
into n clusters based on different clustering techniques. 
According to rule a specific node is choose as local base 
station, also known as cluster head and others are consid-
ered as members of cluster. Basically clustering concept 
work on 2 phases but if application requirements are not 
fulfilled then it is able to work on more than 2 phases7. 
Basically 1st phase is to create a cluster from randomly 
and fixed sensor nodes. In this phase the cluster head is 
selected and allocation of TDMA schedule is presented 
where as in 2nd phase members of cluster transmit the 
data to cluster head, Cluster head receives the data and 
then apply different functions to compute the data and 
eliminate redundancy then it finally sends the compressed 
data to base station1,11.

3.1  LEACH Protocol
Low-Energy Adaptive Clustering Hierarchical (“LEACH”) 
is a TDMA-based MAC protocol which is integrated 
with clustering and a simple routing protocol in wireless 
sensor networks. In this for local cluster base stations ran-
domized rotations is considered12. Leach increases the life 
time of network using hierarchical routing for wireless 
sensor networks. Local cluster is formed by organization 
of nodes. All non-cluster head nodes transmit their data 

to cluster-head, while cluster-head node receives data 
from the cluster members; they aggregate data and trans-
mit to remote base station. When battery of a cluster head 
run out of life all the nodes that belongs to that cluster 
head loses communication ability8.
Phases of Leach
LEACH network has two phases: the set-up phase and the 
steady-state13,14.

•	 The Set-Up Phase
•	 Where cluster-heads are chosen.
•	 The Steady-State
•	 The cluster-head is maintained.
•	 When data is transmitted between nodes.
•	 Leach Protocol is represented in Figure 2

Figure 2.  LEACH protocol.

Advantages
•	 Cluster head aggregates the whole data so that there is 

no traffic jams in network.
•	 Single hop routing from nodes to cluster head is used 

that results in saving energy.
•	 Lifespan of networks is increased.
•	 No information about the location of nodes is required 

for creating the cluster.

5 LEACH doesn’t need any type of control infor-
mation from base station as well global knowledge of 
network just because it is distributed13.
Disadvantages
•	 Leach has no idea about no of nodes as well cluster 

heads present in network13,15.
•	 Main disadvantage is that due to any reason if cluster 

head dies, then cluster becomes useless, no informa-
tion from that network is fetched and used.
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•	 Clusters have no fixed nodes i.e., some have more 
where as some have lesser. As well as cluster head has 
no fixed location. It may be at centre or may be at edge, 
this will increase consumption of energy and perfor-
mance may get down.

•	 Large clusters are formed and all cluster heads must 
broadcast their data to every nodes which are present 
in their radio communication16.

3.2 � Power-Efficient Gathering in Sensor 
Information Systems (PEGASIS)

It is a chain based protocol improvement over leach. 
In this every node communicates with nearby node 
or closer neighbor and become leader for transmit-
ting the data to base station. Data fusion is there so 
that transmitting data reduces from sensor nodes to 
base station in which one or more packets combine 
and form a single packet of data. Global knowledge 
is present there. Energy load will be distributed 
among the nodes2,17. This Protocol had the stability 
in network lifetime and also suitable large networks 
whereas Leach is more suitable for network having 
nodes less than 10018.

For gathering data chain is constructed, in which 
leader is selected for transmitting data to base station. 
Leader is also selected randomly for every round. If 
leader node dies then chain will be reconstructed 
to bypass that node by doing this information can 
be used. Network can’t become useless. Head node 
receives the fused data then it transfers it to destina-
tion i.e. base station. Energy level is not considered 
in selecting head node. Pegasis Protocol is provided 
in Figure 3.

Figure 3.  PEGASIS protocol.

3.3 � Hybrid Energy Efficient Distributed 
(HEED) Protocol

It was modeled for selecting cluster heads in a field 
according to amount of energy distributed in network 
nodes. It increases life time by distributing energy con-
sumption between nodes. It terminates the clustering 
process with definite steps. It minimizes the control 
overhead. It produces well distributed cluster heads 
and compact clusters. Distribution of energy is there so 
stabilizing the neighboring nodes. Intra clusters have 
tendency to communicate with cluster heads of other 
clusters. No special capabilities are required for nodes 
such as location-awareness. Nodes are present at fixed 
position no assumptions for nodes distribution are pres-
ent. It can also operate efficiently when nodes are not 
synchronized. It terminates in particular time. Only 
local communication is required. It reduces the energy 
load of network. Periodic rotation of cluster heads may 
requires extra energy to rebuild the cluster19. Heed 
Protocol is shown in Figure 4.

Figure 4.  HEED protocol.

3.4 � Threshold Sensitive Energy Efficient 
Sensor Network (TEEN) Protocol

It works in reactive networks. It is better than the conven-
tional sensor protocols. It is extremely small and equipped 
with programmable computing. Cost is low in such net-
works. Limited power is efficiently consumed in such 
networks. They respond in dynamic with fast changing in 
physical parameters. This protocol becomes fault tolerant 
in dynamic environment because it can change according 
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to the applications such as position because they can be 
mobile. It is not good for periodic reports because data 
can be collected when threshold is reached. In this, pro-
cess goes on through levels as second level approaches to 
base station2. TEEN Protocol is presented in Figure 5.

Figure 5.  TEEN protocol.

3.5 � Adaptive Periodic Threshold Sensitive 
Energy Efficient Sensor Network 
(APTEEN) Protocol. 

It works in hybrid networks which is combination of 
both proactive as well reactive. It is suitable for periodic 
data collection. It warns about critical events. It also pro-
vides the picture of network. It also evaluates past data 
values. Structure of APTEEN is same as TEEN2.

4.  Comparison Analysis of WSN 
Protocols

In this section, different routing protocols of WSN have 
been compared which are based on different principles. 
This paper considers their different specifications and 
methods of working over networks. In following table 

Table 1.  Comparisons of different protocols
Routing
Protocols

Data
Aggregation

Power
Usage

Scalability Over head Query 
Based

QoS Data Delivery Model

GAF No Ltd Good Mod No No Virtual Grid
GEAR No Ltd Ltd Mod No No Demand Driven
SPEED No Low Ltd Less Yes Yes Geo-graphic
SPAN Yes Ltd Ltd High No No Continuously
SAR Yes High Ltd High Yes Yes Continuously
ACQUIRE Yes Low Ltd Ltd Yes No Complex

Query
SPIN Yes Ltd Ltd Low Yes No Event

Driven
DD Yes Ltd Ltd Low Yes No Demand 

Driven
SOP No Low Good High No No Continuously
VGA Yes Low Good High No No Continuously
PEGASIS No Max Good Low No No Chains

Based
TEEN&
APTEEN

Yes High Good High No No Active
Threshold

LEACH Yes High Good High No No Cluster Head
COUGAR Yes Ltd Ltd High Yes No Query

Driven
CADR Ltd Ltd Low Yes No Continuously
GBR Yes Low Ltd Low Yes No Hybrid
RR Yes Low Good Low Yes No Demand

Driven
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every protocol has been considered that works in WSN 
at any phase and compared them with their scalability 
and on which principle they based and their different 
models12,17. To extend the network lifetime, power man-
agement and energy-efficient communication techniques 
at all layers become necessary20. Comparison of different 
Protocols is provided in Table 1.

5.  Conclusions

We have to design an efficient protocol to increase 
sensor nodes, lifespan. Different protocols have been 
compared and classified in this paper. In this node 
mobility also matters. Most of them are sinking. In 
this field there is a need to design protocol to define 
how to utilize bandwidth and energy for different 
applications and also consider how to make nodes 
self-organizing and make them secure in WSN. So 
that information is not tampered by others and to 
describe that how a large network is established and 
at the same time effectively.
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